Step 8. Behavior analysis

Introduction

Using PAM you can configure policies and rules in the Soffid console to detect actions or
behaviors that may put your organization at risk. With this information, you will be able to analyze
the behavior of the critical accounts that you have defined in your systems and configure what
actions you want to run in each case.

Once you create the PAM policy, you must assign it to the proper folder on the password vault.
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