Connecting CAS client

Introduction

The CAS protocol is a simple and powerful ticket-based protocol. It involves one or many clients

and one server. Clients are embedded in CASified applications (called “CAS services”) whereas the
CAS server is a standalone component.

Register CAS client

Open the Identity & Service Provider page.
Main Menu > Administration > Configure Soffid > Web SSO > Identity & Service providers

To add a new service provider, click on the Add Service Provider button.

Be in mind that you can configure more than one Entity Group and you could add new
service providers in each one.

Then you must fill in the required fields. Also, you need to provide the identity provider

metadata. You can either copy it from the Soffid federation page or instruct the service provider to
download the federation metadata by itself.

Type CAS client b Allow impersonations :
publiclD : http://127.0.1.1/ UID Script : Script to compute the user name to pass to the ta /‘
Name : CAS client rget application “#

Ask for consent :

Roles required to login : Al

System where an enabled account is required

Response URL :

http://127.0.1.1/

Logout response URL :

Apply changes


https://bookstack.soffid.com/uploads/images/gallery/2022-08/image-1661408241083.png

For more information about the attributes, you can visitthe CAS client detailed info.
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